Delegation of Roles - VMM
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Profile

Name and description Select a user role profile for this user role

Profile The profile that you select determines the actions that will be available for members of this user role.

Members ®) Fabric Administrator (Delegated Administrator)
) Read-Only Administrator

Scope () Tenant Administrator

Library Servers O Application Administrator (Self-Service User)

Run As accounts User role profile description:

Summary Delegated administrators can perform all tasks on objects within their assigned scope. Delegated
administrators cannot medify VMM settings and cannot add or remove members from the Administrator
user role,




Profile

Name and description Select a user role profile for this user role

Profile The profile that you select determines the actions that will be available for members of this user role.

Members () Fabric Administrator (Delegated Administrator)
® Read-Only Administrator

Scope () Tenant Administrator

Library Servers ) Application Administrator (Self-Service User)

Run As accounts User role profile description:

Read-only administrators can view properties, status, and job status of objects within their assigned host
groups, clouds, and library servers, but they cannot medify the objects. This user role is suitable for
auditors,
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Profile

Mame and description

Profile

Members
Scope
Metworking
Rescurces
Permissions
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Select a user role profile for this user role
The profile that you select determines the actions that will be available for members of this user role,

() Fabric Administrater (Delegated Administrator)
) Read-Only Administrator

@ Tenant Administrator

) Application Administrator (Self-Service User)

User role profile description:

Tenant administrators manage self-service users and VM networks. Tenant administrators create, deploy,
and manage their own virtual machines and services by using the VMM conscole or a web portal. A tenant
adrministrator user role specifies which tasks the users can perform on their virtual machines and services
and can place quotas on computing rescurces and virtual machines.




Mame and description

Profile

Members
Scope
Metworking
Resources
Perrissions

Summary

Select a user role profile for this user role

The profile that you select determines the actions that will be available for members of this user role.

() Fabric Administrator (Delegated Administrator)
() Read-Only Administrator

() Tenant Administrator

® Application Administrator (Self-Service User)

User role profile description:

Self-service users create, deploy, and manage their own virtual machines and services by using the VMM
console or a Web portal. A self-service user role specifies which tasks the users can perform on their
virtual machines and services and can place quotas on computing resources and virtual machines.




Mame and description

Profile

Members

Scope

Library Servers
Run As accounts

Summary

Select a user role profile for this user role

The profile that you select determines the actions that will be available for members of this user role.

® Fabric Administrator (Delegated Administrator)
C) Read-Only Administrator

() Tenant Administrator

8 Applicaticn Administrator (Self-Service User)

User role profile description:

Delegated administrators can perform all tasks on objects within their assigned scope. Delegated
administrators cannot modify VMM settings and cannot add or remove members from the Administrator
user role,







